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Getting to Know Your Device

Appearance

The following figure is for your reference only.
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1. micro-SIM Card Slot ® Insert your micro-SIM
Cower and Reset card.
Hole ® Restore your device to
factory default settings.
2. FUNC Key Press the FUNC Key to
access the options menu.
3. Power Key Press the Power Key to
power on/off your device.
4. Screen indicates the signal type,
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signal strength, battery, Wi-Fi,
etc.

5. Charging/micro-U SB
Jack

® Charge your device.
® Connect the client to your
device via the USB cable.

6. External Antenna

Connector

It is used to connect an

exernal antenna to enhance

the signal strength.

Getting to Know Your Device

Indicators

When the device is powered on, the following icons may be

displayed on the LCD screen. For a description of the icons,

refer to the following table.

Icon Description

all Networ ksignal strength

LTE/ 4G Networktype

ak The user is inroaming status.
T*vlr Connected tothe Internet.
T,j,' Connected to the Internet in the Internet Wi-Fi
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mode.
B New message (s
1
—_— .
b Wi-Fi status and the number of connected users
Battery level

Installing the micro-SIM Card

1. Open the micro-SIM card slot cover, and insert a micro-SIM
card to the micro-SIM card slot.

NOTE:

Do not remove the cover entirely, because it is connected with

the device.

o W ARNING!

To awid damage to the device, do not use any other kind of SIM

cards, or any non-standard micro- SIM card cut from a SIM card.

You can get a standard micro-SIM card from your servce

provider.



2. Close the micro-SIM card slot cover.

Charging Your Device

You cancharge your device by using the USB cable or adapter.
® Use the USB cable to connect your device directly to your
PC.

- cooc——noono non coo. >

® Use the adapter and USB cable to connect to the wall
outlet tocharge your device.



NOTE:
The plug only fits one way to connect your device. Do not use

excessive force toinsert the plug.

Internet Access

Connection Scenarios

The device can access the Internet in two ways and it allows
multiple clients to surf on the Internet at the same time. The
following figures are for your reference only

® Cellular network mode: A micro-SIM card can be used to

access the Internet.




® |nternet Wi-Fi Mode: Your device can be connected to a
WLAN device (such as a hotspot device or wireless router)
through Wi-Fi to access the Internet. The WLAN device must
be alreadyconnectedto the Internet.

NOTE:

Your device and the WLAN device mustbein different subnets.

Wirsless Router

Connecting to Your Device
Using Wi-Fi

1. Power on your device.

2. Ensure that your computer or other client devices have
enabled Wi-Fi, and search for available wireless networks.

NOTE:

Refer to your Wi-Fi-enabled client device manual for further

details on how to search for wireless networks. If you use a

computer, you need to set your computer to obtain an IP

address automatically,



3. Select the Wi-Fi name (SSID) of your device, and click
Connect.

4. Enter the Wi-Fi password if necessary, and click OK.

NOTE:

Refer to the chapter Getting to Know the Wi-Fi SSID and

Password togetthe default Wi-Fi SSID and password.

5. Wait until the client device is connected to your device

successfully.
Using a USB Cable

1. Connect acomputer to your device with a USBcable.
2. Power on your device and follow the system prompts to
complete softwareinstallation.

T ke vt =) e o ot
[——
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NOTES:

® |f the system does not automatically launch installation, you
can double-click the device installation icon in My Com puter
toinstall the software.

® The device driver will be installed atthe same time.
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3.

Wait until the computer is connected to your device
successfully.

Using the WPS(Optional)

If your client device supports WPS, you don't have to input the

password manually after WPS is available. Please perform the

following steps:
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Power on your device, and enable the Wi-Fi function on your
device.

. Enable WPS function. Please press the FUNC Key.
. Select WPS to start Wi-Fi Protected Setup authentication

process.

. Enable the WPS function on your client to respond this

authentication process.

. Follow the system prompts on your client to finish the

connection.

NOTES:

The device will wait toreceive the access request of wireless
access client within 2 minutes.

For detailed operations about the client, please refer to the

client's user manual



Getting to Know the Wi-Fi SSID and
Password

You can use the following methods to get the default Wi-Fi SSID

and passwor d.

® Viewthelabel on the device.

®  Press the FUNC Key to access the options menu. Select
Device Info and the Wi-Fi SSID and password are

displayed onthe screen.
Logging in to the ZTE Mobile
Hotspot Configuration Page

i

. Ensure that the connection between your device and the
client deviceis correct.

. Launch the Internet browser and enter http:/192.168.0.1 or
http://rogers.rockethub in the address bar.

. Enter the password to log in to the ZTE Mobile Hotspot

N

w

configuration page. The login page appears as follows. The
following figureis only for your reference.
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http://192.168.0.1/
http://rogers.rockethub/

ZTE Mobile Hotspot g

NOTE: The default passwordis admin.

Changing the Wi-Fi SSID or
Password

1. Log into the ZT E M obil e H ots pot configuration pag e.

2. Select Wi-Fi Settings > Main SSID.

3. Change the Network Name (SSID) or the Password in the
Main SSID area.

4. Click Apply.
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Accessing the Internet

Cellular netw ork mode
After aclient device is successfully connected to your device,
you can access the Internetin Automatic or Manual mode. The

default modeis Automatic.

Mode Operation

Automatic Your device is automatically connected to the
Internet, you can surf on the Internet through

theclient.

Manual 1. log in to the ZTE Mobhile Hotspot
configuration pag e.

N

. Select Settings > Connection Mode >
Manual, and thenclick Apply.
ro
. Click L4 to backto

. OFF,
click or

w

home page, and

You can also press the FUNC Key and
select Data Connection. Select Yes or
No.

NOTE:
To modify the parameters of your device, log in to the ZTE

Mobil e H ots pot configuration page
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Accessing the Internet
Internet Wi-F Mode

1. Log into the ZT E M obil e H ots pot configuration pag e.
2. Select Wi-Fi Settings > Internet Wi-Fi.
3. Set the Internet Wi-Fi Switch to Enable, and click Apply.
Thenset the Preferred Network to Wi-Fi, and click Apply.
Internet Wi-Fi
Internet Wi-F| Switch B Enable O Disavie

Preferred Network OWLFI O vavan

4. Connect to the Wi-Fi hots pot.
The following two methods are for your reference.

» Click Connect nex to the Wi-Fi hotspot you want to
connect to in the Wi-Fi Hotspot area, enter a password in
the Password text box and clickYes.

» Click Add Network, enter the Wi-Fi hotspot infor mation in
the Add Wi-Fi Hotspot area, and click Apply.

Add Wi-Fi Hotspot

Netwark Name{SSID) *

y Mose oPEN P

s [ o |
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After the client device is connected to the Wi-Fi hotspot
successfully, you can access the Internet.

ZTE Mobile Hotspot Configuration
Page screen

When youlog in, the following interface appears.

ZTE Mobile Hotspot

SSID Rogers7eer

Y ot
e Gl

Settings

16472030485
6761002150014
302720500002417

113 d8m

EEERE
%
oK

COPYISRLO 1998-3015 ZTE Comoraton. Al igat reserved | Open Sourc
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1. Status Check the status of the current connection.

2.Current network panel Check status of mobile network
connection, connected devices, upload and download data
speed, or change related settings.

3. Statistic Check your approxmate cumulative data usage,
and data amount left statistic.

4. Status information Check device status i nfor mati on.

5. Index bar Selectthe function to be used from the index bar.

Connected Device View

Click u on Access device.

All of wireless devices connectedto your device will show on the

connected device window, including device name and MAC

the page, Incluaing ' and MAC accress

Wireless Access Device
Wo.  HostName MAC Address

1 ‘android-bb517126008030¢5 E 00:40:d0:87-76:63
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Connection Settings View

Click Settings onMy router.

° Connection Settings

Connection mode

Select Connection Mode. The connection mode infor mation is

shownin the following figure.

Connsction Mode:

® Automatic: The device will automaticallyconnect to networ k

whenit is powered on.
® Manual: The device will connect to networ k manually.

Netw ork selection

Select Network Selection. The networkselectioninfor mationis
shownin the following figure.
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o Network Selection

Network Seiecton ® automatc pr— a8

© Manual
® Automatic: The device will search availabl e networ k
automatically.
® Manual: The device will search available network manually.

APN

1. Select APN.
2. Select Manual. Youcanset the Access Point Name (APN) in
the following figure.

Current APN Rogers Intemet

Moge Auto

Profie o 5]

POP Type

Profie Name *
AN
Aumnenticaton
User Name

Passwo
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® Mode: If a fixed APN is provided by your service provider,
select Manual APN. Otherwise, please select Auto APN, and
the device will automatically obtain parameters.

Profile: It contains one or mor e profile names.
PDP Type: IPv4/IPV6/IPVA&IP6.
Profile Name: It refers to the name that you assign tothe

new profile.

® APN: Access Point Name. The APN contains 0-9 a-z A-Z . -
andit can't start with and end with .or -.

® Authentication:Is provided by your Internet Service
Provider(I1SP).Password Authentication Protocol (PAP)
provides a simple method without encryption for the peer to
establishits identity using a 2-way hands hake.
Challeng e-Handshake Authentication Protocol (CHAP) is
used to periodically verify the identity of the peer using a
3-way handshake.

® User Name: User nameis usedto obtain authentication from
the ISP whenthe connectionis established.

Password: Passwordis used to obtain authentication from
the ISP whenthe connectionis established.
® Click"Set as default" toset this profile as the default profile.

NOTE:
Please disconnectthe device from the networ k before changing
settings.
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Wi-Fi Settings

You can set up wireless hotspot so that your mobile phone or
laptop could access network via it. Click Wi-Fi Settings on My

router.

Main SSID

SelectMain SSID.

WiFi @ Ensbie. O Daatie.

et S50 © enate @ Dsatie
s Guest S50 wes bt WA Advanced Sefings
Network Name(SSD) * [rem——
¥ Broadeast 550
Securty Moge. o
Pamwond .
Dixplay Passward
ax Samtinn Number . a

® Multi SSID: 2 SSID can be used at the sametime.

® Network Name(SSID): SSID can be understood as networ k
name. When youchangethe SSID, please enter astring less
than 32 characters as the name for your Wi-Fi. T he string
contains numbers, | etters (a-z, A-Z), special characters
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(1#()+-./%=?@" {|}~) and space, anditcannotstart and end
with aspace.

® Broadcast Network Name(SSID): If you enable this function,
the device will broadcast SSID. Other wireless devices can
discover and connectto this device.

® Security Mode:
> OPEN: Unencrypted mode. There are risks that the

networ k will be used by unauthorized individuals. This

encryption modeisn'trecommended.

> WPAZ2(AES)-PSK: Itis the secure version of WPA
withimplementation of the 802.11i standard.
> WPA-PSK/WPA2- PSK: WPA Pre-Shared Key

(WPA-PSK). WPA2-PSKis the secure version of
WPA withimplementation of the 802.11i standard.
® pPassword: The pass-phrase needstocontain 0-9 a-z A-Z ! #
O+-d%=2@"_{|}~
® \ax Station Number: Youcanselectthe maxmum number
of wireless terminals which canconnect tothe device.

Guest SSID

Select Guest SSID, and setMulti SSID toEnable.
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wa @ enatie

Muls 550 @ Enable

Han s m e

Metwork HamecSS0) * RgersBs18 2

| Brosdcast SS0

Securmy Mode WPAZGAES)PSK

Prssway * JE—

Display Password

M Station Numose

WPS

Autvarced Setings

Select WPS. WPS (Wi-Fi Protected Setup) is a standard that

allows users to set up a wireless networkin an easy andsecure

way without specific configuration, such as: SSID, security mode

and passwor d.
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Wi @ensie ©Disale

Mt S50 O Enatie @ Disable
wanss0 oues 550 [ R ———
ssn Rogersot 1 ~
wes L=l
orec

® PIN: You need to enter the PIN thatis generated by the

access client.
® PBC: Youcanselectthe PBC (Push Button Configuration) on

the web page to enable WPS function.
Internet Wi-Fi

Select Internet Wi-Fi.
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e ®enane Coisame

550 Oknatie © st

uansso. e s R s

Internet Wi-Fi

ekt W S Oknatie ©isatie

Refer tothe chapter Intern et Wi-Fi Mode.

Advance Settings

Select Advan ce Settings.

e ®Enaie Oosave

o sso OEnabie ®Disanie

wan gm0 auessso s e [

246 ~
Hatwork Moge 802 11 g 4
ChanngiBandwidh 2omz o]
CousiryRegion Cote canepa s
Frequency (Chanael) o =

® Band Selection: Youcan select the suitable band for your
device.
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® Network Mode: Selectthe suitable Wi-Fi network mode, the
device Wi-Fi per formance maybe improved.

® Channel Bandwidth: Selectthe channel bandwidth for your
device.

® CountryRegion Code: You canselect the suitable
Country/Region Code for your device.

Frequency(Channel): Select appropriate channel to
optimize the performance and coverage of your wirel ess

networ k

Data Management View
If the data consumption displayed is not in agreement with the

actual amount used, you can modify the used data by clicking
in the statistics view. It can remind you when used

data/time reaches specified percentage.

° Data Management

Data Management ®Enavie O oisavie

Data Type ®pata O Time
Wsowues [
508 ot remanng
When reached 20%, 20uB o remndme (57

100MB Data Pian EZ
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Status Information View
Click

infor mation about your device.

next to Detail Information to check detailed

Status Information

SIM Card Number
IMEI

M3

Signal Strength
MNetwork Name(SSID)
Max Access Number
WiFi Coverage

LAN Domain

IP Address

WAN IP Address
WAN IPvé Address.

Software \ersion
Firmuware Version

Hardware \Version

SMS View

8618891007234
004401783356559
460199100107234
-108 dBm
Rogerse616

15

Long WiFi Coverage
rogers.rockethub

192.168.0.1

1136219
0001:0001-0001:1246:1562:735
9:466b:4c3a

F__ 3
Click

.The SMSis shown in the following figure.

Thereceived message can bereadfrom the Device SMS or SIM
SMSinthe main SMS window.
You can send and receive SMS text messages straight from
your computer. The SMS window provides an easy way to view
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messages, write new ones, and manage contact details.

° Device SMS (25/100)

Mumber Cantant Time.

Device SUIS 4

sonoons &, 2015.07.09 10:08:23

Phonebook View

Click 6 . The phonebookis shown in the following figure.

You cansave your contacts in Device or SIM card.

Up to 350 contacts can be saved on your device. Number of
contacts that can be saved on the SIM carddepends on the SIM
card’s capacity to save contacts .

° Phonebook (1/350)

Hama Save Location Maobite Humber Group.

denn o ] Gomman

[ - w0
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Advanced View

Pow er-save

Click @ > Power-save. The power-save will appear as

shown below.

o Advanced Settings

Roter Frewa Upoats omners

O Shor W Caveage - Best batery e
O ueum Vi

e
@ Long WL Coverage

WILFi Sleep

Soop afer 10 Mutes F

Wi+i Coverage

® Short Wi-Fi Cov erage: Covers asmaller area and uses less
power, itis the best option for long battery life.

® Medium Wi-Fi Coverage: Covers a larger area but power
consumption is half of equipment support ability, and battery
lifeis normal.

® Long Wi-Fi Coverage: Maxmum emission of power and
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coverage, ifthe terminal device is still connected to your Wi-Fi
networ k, which will decrease battery life.

Wi-i Sleep

Sleep after: When there's no Wi-Fi connection or activity in

specific time, Wi-Fi will be unavailable, and the system will turn
tosleep mode for power-saving.

Router

Click @ > Router. Therouter will appear as shown below.

° Advanced Settings

Fravall Updsme Ot

DHCP Server ® Enatie ) Disable

DHCP P Pecl * 1521680100 152 1680200

DHCP Lasa Tams * 2 [

o

® |P Address: LAN IP address of the router. You can access
pag e management on device via this IP address.

® Subnet Mask: Subnet mask for IP address.

® DHCP Server Enable: If the Dynamic Host Configuration
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Protocol (DHCP) service is enabled, the device allocates IP
addresses toclients connected toit.

DHCP Server Disable: If the Dynamic Host Configuration
Protocol (DHCP) service is disabled, the device does not
allocate IP addresses to clients connected to it and IP
addresses must be entered manuallyfrom each client.

DHCP IP Pool: Starting and Ending IP address specify IP
address range which is assigned by DHCP server to access
devices. The IP address out of this rang e cannot be assigned
byDHCP server.

DHCP Lease Time: Lease Time specifies how long a
computer can use IP address. If the device continues to use
the IP address, it must initiate a request again before the
lease time expires. This IP address will not assign itself to
another device until the old device doesn’t initiate arequest

whenits lease time expires

Firew all

Click @ > Firewall. T he firewall will appear as shown below.
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Advanced Settings

Port Filtering

Select Port Filtering. You can set firewall policies to protect
your networ kfrom viruses, worms and malicious activities on the
Internet.

If youselect MAC/IP/Port Filtering to Enable, thefilter settings
will appear as shown below:

° Port Filtering

MACIRIRor Fillering ® Enatie ODisatle

Defaut Polcy ©® aceeptea O nroppes

Default Policy: Set how to handle the packetif none of the rules

matches.

Port Mapping
Select Port Mapping. Configure a Port Mapping to enable
external computers to access WWW, FTP or ather serices
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provided by LAN.

o Port Mapping

o Mapping Sefings GEnave ©pisanie

UpnP

Select UpnP. Universal Plug and Play (UPnP) is a set of
networking protocols that allows networked devices to
seamlessly discover each other's presence on the network
and establish functional network sewvices for data sharing,

communications, and entertainment.

o UPNP Settings

UPnP Sefings @ Enable: © Disadle

DMz

If you want access the sewvices such as ftp and http which
installed on the local PC from internet, you need put the
PC's IP address to the DMZ address. Select DMZ, and set
DMZ settings to Enable.
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o DMZ Settings

Omz setngs ©Enave Oisanie

P Adress *

Update

Click @ > Update. The update will appear as shown below.

Youcan check for new version, enable or disable Auto-check for

New Version function, or set Auto-check Frequency.

e .

€heck for New Version

Last Update check 2015-08-11 18:52.36
Auto Check Settings

Auto-sheck for Hew Version @ Enave ©Dsale

Auta-enesx Frequency

1503y -

‘Sesect s Oplon 19 €NSck 10r UpGaIES WNe (0amINg. You may Incur (Gamng Carges

Others

Click @ > Others.
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° Advanced Settings
|

Restart and Reset

P —

Pia58 0N 2GRN AN 18D0ANG OF TESEAN ToUTEE

Restart and Reset

Restart your device or reset itto factory settings.
SIM PIN Management

If the PIN code of your SIM card is enabled, you will need to
input the PIN code when youlog in at the firsttime.

System Information

Sibd cand s ocked, piease inpul P 1 uniock

Aterpts Lot 3
o
Oz 0]
= .
[
cor Wi Setings sus Ponenoc Avarceas

NOTE:
The SIM card will be locked if you enter wrong PIN code three
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timesin arow.

If you want to modify the PIN Status, please Select @ >
Others > SIM PIN Management. The PIN management will
appear as shown below:

° SIM PIN Management

P Stalus ®Enatie w

© Disavie

cumentPm

Atterpis Left 3

Using the FUNC Key

® Whenthescreenis off:

Press the FUNC K ey toturn onthe screen.

® Whenthescreenis on:
Press the FUNC Key to access the options menu. You can
connect or disconnect with the Internet, view device
infformation or Wi-Fi QR code, activate WPS function,
change language or enable/disable global roaming without
logging into the ZT E Mobile Hotspot C onfiguration Page.
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Configuring Your PC

The following describes how to configure the Internet Protocol in

Windows 7 operating systemfor your Wi-Fi connection.

1
2.
3.

IS

w

Right-click Network and select Properties.
Select Change ad apter settings.
Right-click Wireless Network Connection and select

Properties.

. Select Internet Protocol Version 4 (TCP/IPv4), and click

Properties.

. Select Obtain an IP address automatically and Obtain

DNS serv er address automatically, and click OK.

Warning and Notice

To the Ow ner

If inadequately shielded, some electronic devces, for
example, the electronic system of vehicles, may be affected
by the electromag netic interference caused by the device.
Consult the manufacturers of such devices before using the
deviceif necessary.

Operating the device may interfere with medical instruments
such as hearing aids and pacemakers. Always keep the
device more than 20 centimeters away from such medical
instruments when your device is powered on. Power off the
deviceif necessary. Consult a physician or the manufacturers
of medical instruments before using the deviceif necessary
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* Be aware of the usage limitation when using the device at
places such as oil warehouses or chemical factories, where
there are explosive gases or explosive products being
processed. Power off the device if necessary.

* Do not use electronic transmission devices in aircrafts, at
petrol stations or in hospitals. Observe and obey all warning
signs, and power off the deviceinthese conditions.

* Do not touch the inner antenna area unless necessary
Otherwise the performance of the device may be affected.

* Do not use the device in an enclosed environment or where
heat dissipation is poor. Prolonged workin such space may
cause excessive heat and raise ambient temperature, which
maylead to automatic shutdown of the device for your safety.
In the case of such event, cool the devicein a well-ventilated
place before turning on for normal use.

* Keep the device out of thereach of small children. The device
maycause aninjuryif used as a toy.

* Whenthe device is operating, do nottouch the metallic parts.
Failing to do so may cause burns.

To the Users

® Use original accessories or authorized accessories only..
Using any unauthorized accessories may affect the
performance of the device and violate the related national
regulations about telecom terminals.

* Awidusing thedevice near or inside metallic constructions or
establishments that can emit electromagnetic waves,
because signal reception may be affected.

* The deviceis not waterproof. Keepthedevice dry andstoreit
ina shady and cool place.

* Do not use the device immediately after a sudden
temperature change, because dew may be generated inside
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and outside of the device. Handl e the device carefully Do not
drop, bend, strike it or any other actiities that may damage
the device.

* Onlyqualified personnel can dismantle and repair the device.

* An operating temperature between -10°C and +60°C and

humidity between 5% and 95% arerecommended.

Using Battery

Do not change or remove the built-in rechargeable battery in

your device by yourself. The battery can only be changed by

ZTE or ZTE authorized ser\ice provder.

Limited Warranty

This warranty does not apply to defects or errors in the product

caused by:

i. Reasonable abrasion.

ii. End users’ failure to follow ZTE'’s install ation, operation or
maintenance instructions or procedures.

iii. End users’ mishandling, misuse, negligence, or improper
installation, disassembly, storage, servicing or operation of
the product.

iv. Modifications or repairs not provided by ZTE or a
ZTE-certified individual.

v.  Power failures, surges, fire, flood, accidents, and actions of
third parties or other events outside ZTE's reasonable
control.

M. Usage of third-party products or usagein conjunction with
third-party products if such defects are due to the
combined usage.

Mi. Any other cause beyond the range of normal usage
intended for the product.

End users have no right to reject or return the product, or
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receive a refund for the product from ZTE under the
above-mentioned situations.

This warranty is end users’ soleremedy and ZTE's sole liability
for defective or nonconforming items, and is in lieu of all other
warranties, expressed, implied or statutory, including but not
limited to the implied warranties of merchantability and fitness
for a particular purpose, unless otherwise required under the
mandatory provisions of the law.

Limitation of Liability

ZTE shall not be liable for any loss of profits or indir ect, special,
incidental or consequential damages resulting from or arising
out of or in connection with using of this product, no matter
whether or not ZTE had been advised, knew or should have
known of the possibility of such damages, including, but not
limited to lost profits, interruption of business, cost of capital,
cost of substitute facilities or product, or any downtime cost.

FCC Regulations

This device complies with part 15 of the FCC Rules. Operationis
subject to the following two conditions: (1) This device may not
cause harmful inter ference, and (2) this device must accept any
interference received, including interference that may cause
undesired operation.

This device has been tested and foundto comply with the limits
for a Class B digital device, pursuant to Part 15 of the FCC
Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential
installation. This equipment generates, uses and can radiated
radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful
interference to radio communications. However, there is no
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guarantee that interference will not occur in a particular
installation If this equipment does cause har mful interference to
radio or television reception, whichcan be determined by turning
the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following
measures:

-Reorient or relocate thereceiving antenna.

-Increasethe separation betweenthe equipment andreceiver.
-Connect the equipmentinto an outlet on a circuit different from
that to which the receiver is connected.

-Consult the dealer or an experienced radio/TV technician for
hel p.

FCC Note:

Caution: Changes or modifications not expressly approved by
the party responsible for compliance could void the user's
authority to operate the equipment.

RF Exposure Information (SAR)

This device is designed and manufactured not to exceed the
emission limits for exposure to radio frequency (RF) energy set
by the Federal Communications Commission of the United
States.

During SAR testing, this device was setto transmit at its highest
certified power level in all tested frequency bands, and placed in
positions that simulate RF exposure in usage against the head
with no separation, and near the body with the separation of 10
mm. Although the SAR is determined at the highest certified
power level, the actual SAR level of the device while operating
can be well below the maxmum value. This is because the
device is designed to operate at multiple power levels so as to
use onlythe power requiredtoreachthe network Ingeneral, the
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closer you are to a wireless base station antenna, the lower the
power output.

The exposure standard for wireless devices employing a unit of
measurementis known as the Specific Absorption Rate, or SAR.
The SAR limitset by the FCCis 1.6W/kg.

This device is complied with SAR for general population
Juncontrolled exposure limits in ANSI/IEEE C 95.1-1992 and had
been tested in accordance with the measurement methods and
procedures specified in IEEE1528. This device has been tested
and meets the FCC RF exposure guidelines when tested with
the device directlycontacted to the body

The FCC has granted an Equipment Authorization for this model
device with all reported SAR levels evaluated as in compliance
with the FCC RF exposure guidelines. SAR information on this
model deviceis onfile withthe FCC and can be found under the
Display Grant section of www.fcc.govioet/ealfccid after
searching on FCC ID: SRQ-MF970

For this device, the highest reported SAR val ue for usage near
the bodyis 1.44W/kg.

While there may be differences between the SAR lewls of
various devices and at various positions, they all meet the
government r equirements.

SAR compliance for body-worn operation is based on a
separation distance of 10 mm between the unit and the human
body. Carry this device at least 10 mm away from your body to
ensure RF exposure level compliant or lower to the reported
level. To support body-worn operation, choose the belt clips or
holsters, which do notcontain metallic components, to maintain
aseparation of 10 mm betweenthis device and your body.

RF exposure compliance with any body-worn accessory, which
contains metal, was not tested and certified, and use such
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body-wor n accessoryshould be avoided.

IC Notice

This device complies with IndustryC anada license-exempt RSS

standard(s). Operation is subject tothe following two conditions:

(1) this device may not causeinterference, and

(2) this device must accept any interference, including
interference that may cause undesired operation of the
device.

This Class B digital apparatus complies with Canadian

ICES-003.

IC: 5200E-MF970

IC Radiation Exposure Statement

This EUT is compliance with SAR for general
population/uncontrolled exposure limits in IC RSS-102 and had
been tested in accordance with the measurement methods and
procedures specified in IEEE 1528 and IEC 62209. This
equipment should be installed and operated with minimum
distance 1.0 cm betweenthe radiator and your body. T his device
and its antenna(s) must not be co-located or operating in
conjunction with any other antenna or tr ans mitter.
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LEGAL INFORMATION

Copyright © 2015 ZTE CORPOR ATION.
All rights reser ved.
No part of this publication may be excerpted, reproduced,

translated or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without the
prior written per mission of ZTE Cor por ation.

The manual is published by ZTE Corporation. We reserve the
right to make modifications on print errors or update
specifications without prior notice.

Version No.: R1.0

Edition Time: July 10, 2015
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Troubleshooting

Problem Recommended Action

The ® Install the software, and run the
connection installation programin the path of My
between your Computer.

device and a ® |f the driver of your device is
PC through a abnormal, reinstall the software. You
usB cable need to uninstall the software first.
cannot be

established.

The ® Ensure that the Wi-Fi function is
connection enabled.

between your ® Refresh the network list and select
device and a the correct SSID.

client through ® Check the IP address, and ensure
Wi-Fi  cannot that your client can automatically
be obtain an IP address.

established. ® Enter the correct network key (Wi-Fi

password) when you connect the
client to your device.
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Troubleshooting

Problem Recommended Action
The client ® Ensure that your micro-SIM card is
connected to avail able.
the device ® Change the location and find a place
cannot access withgood signal.
the Internet. ® Check the settings of the WAN
connection mode.
® Contact your service provider and
confirm your APN settings.
The client ® Ensure that the WLAN device has
cannot access already been connected to the
the Internet in Internet.
Internet  Wi-Fi ® Ensure that your device and the
mode. WLAN device are in different
subnets.
The ZTE ® Enter the correct address. The
Mobile default address is http://192.168.0.1
Hots pot or http://rogers.rockethub.
configuration ® Use only one network adapter in
page cannot your PC.
be visited. ® Do notuse any proxy ser\er.
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Getting More Help

You canget help by
« Sending an email to mobile@zte.com.cn
« Visiting www.zted evice.com

« Calling the service hotline: +86-755-26779999
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